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Mobile Threat Landscape
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Country distribution of mobile threats detected by Trend Micro MARS in 2019




Android and iOS Malware
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Top Android malware detected by Trend Micro MARS in 2019
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Banking Malware
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Comparison of unique mobile banking trojans Trend Micro sourced from 2016 to 2019

M Japan 21.00%
B Russia 8.33%
B Brazil 6.01%
B United States  5.31%
B Australia 5.10%
B France 3.36%
W Italy 3.30%
M Others 37.42%

Country distribution of mobile banking trojans’ impact in 2019
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